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Face Anti-Spoofing (FAS) 

◼Goal
• Learning discriminative features 
➢ From visually similar live and spoof faces?

• Achieving good cross-domain testing performance
➢ How to narrow the domain gap?

Live images Print attacks Replay attacks

Datasets

Ablation Studies

LDCNet: Learnable Descriptive Convolutional 

Network

◼ Idea
• Not limited to pre-defined local descriptors   

◼ Proposed method
• Learnable Descriptive Convolution

• Dual Attention Supervision 

• Triplet Mining 

OULU-NPU (O), MSU-MFSD (M),
CASIA-MFSD (C), Replay-Attack (I)

Different convolution kernels

Different combinations of loss terms

Experimental Comparisons

Cross-domain testing

Limited cross-domain testing

Intra-domain testing

• Total Loss


